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Law LLB

Syllabus
	Subject
	Legal Information Technology 

	
	Type
	Semester
	ECTS
	Code

	
	ELECTIVE (E)


	1
	4
	Law –B-006 -E E

	Lecturer of the subject
	Msc. Rrezarta Ajeti 

	Aims and Objectives
	The aim of the course is to immense impact information technology and the Internet have had, and are having, on substantive law.

This course will cover various units and topics related to the field of ICT Law such as:

-  cybersecurity law and responsibile bodies, based on  EU Law and Kosovo Laws.
- E- privacy and copyright such as Net neutrality (open internet).

- Electronic identification and trusted services, e.g .electronic signature based in EU framework and applicable laws in the Republic of Kosovo.

	Learning Outcomes
	After completing this course, students should be able to:

· Demonstrate an understanding in Information Technology Law in EU and Kosovo

· Review the information technology law in Kosovo and comment upon it 
· Apply knowledge on the principles of electronic identification, e- privacy, copyrights, etc.
· Gather, analyze, and interpret legal questions related to Information Technology Law


	Course Content
	Course Plan
	Week

	
	General overview of Legal Information Technology
  communications and their regulation


	1

	
	Electronic Identification
	2

	
	Electronic Trust Services
	3

	
	Electronic Signature
	4

	
	Electronic Seal 
	5

	
	Website Authentication
	6

	
	Review of IT Law
	7

	
	Online Data Privacy 

	8

	
	Cybersecurity
	9

	
	Essential Services and Digital Service Providers
	10

	
	Computer Security Incident Response Team

eam - CSIRT
	11

	
	Cyber incident notifications
	12

	
	Copyright in the Digital Environment and Net neutrality

	13

	
	Case study take home examination
	14

	
	Final Exam
	15

	
	
	

	Teaching/Learning Methods


	Teaching/Learning Activity
	Weight (%)

	
	1. Lectures
	40%

	
	2. Review
	20%

	
	3. Case Study
	40%


	
	
	

	Assessment Methods


	Assessment Activity
	Number
	Week
	Weight (%)

	
	1. Participation and avtivity 
	1
	1-13
	10%

	
	2. Review
	1
	7
	20%

	
	3. Case study
	1
	14
	30%

	
	4. Final exam
	1
	1
	40 %

	Course resources and means of materialization
	Resource 
	Number

	
	1. Class (e.g.)
	1

	
	2. Projector
	2

	
	3. Moodle
	3

	ECTS Workload
	Activity type
	Weekly H
	Total load

	
	1. Lectures
	2
	26

	
	2. Review
	2
	14

	
	3. Self – studing and reading
	2
	30

	
	4. Case studies
	1
	15

	
	5. Exam preparation
	1
	15
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